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Introduction  

Welcome to Kramer Electronics! Since 1981, Kramer Electronics has been providing a world 

of unique, creative, and affordable solutions to the vast range of problems that confront the 

video, audio, presentation, and broadcasting professional on a daily basis. In recent years, we 

have redesigned and upgraded most of our line, making the best even better! 

Getting Started  

We recommend that you: 

¶ Unpack the equipment carefully and save the original box and packaging materials for 

possible future shipment. 

¶ Review the contents of this user manual. 

 

Go to www.kramerav.com/downloads/VIA GO² to check for up-to-date user manuals, 

application programs, and to check if firmware upgrades are available (where appropriate). 

Achieving Best Performance  

¶ Use only good quality connection cables (we recommend Kramer high-performance, 

high-resolution cables) to avoid interference, deterioration in signal quality due to poor 

matching, and elevated noise levels (often associated with low quality cables). 

¶ Do not secure the cables in tight bundles or roll the slack into tight coils. 

¶ Avoid interference from neighboring electrical appliances that may adversely influence 

signal quality.  

¶ Position your Kramer VIA GO² away from moisture, excessive sunlight and dust. 

Safety Instructions  

 

Caution: 

¶ This equipment is to be used only inside a building. It may only be connected to other 
equipment that is installed inside a building. 

¶ For products with relay terminals and GPI\O ports, please refer to the permitted rating 
for an external connection, located next to the terminal or in the User Manual. 

¶ There are no operator serviceable parts inside the unit. 
  

 

Warning: 

¶ Use only the power cord that is supplied with the unit.  

¶ Disconnect the power and unplug the unit from the wall before installing.  

¶ Do not open the unit. High voltages can cause electrical shock! Servicing by qualified 
personnel only. 

¶ To ensure continuous risk protection, replace fuses only according to the rating 
specified on the product label which is located on the bottom of the unit.  

 

  

  

  

http://www.kramerav.com/downloads/VIA%20GO²
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Recycling Kramer Products  

The Waste Electrical and Electronic Equipment (WEEE) Directive 2002/96/EC aims to reduce 

the amount of WEEE sent for disposal to landfill or incineration by requiring it to be collected 

and recycled. To comply with the WEEE Directive, Kramer Electronics has made 

arrangements with the European Advanced Recycling Network (EARN) and will cover any 

costs of treatment, recycling and recovery of waste Kramer Electronics branded equipment on 

arrival at the EARN facility. For details of Kramerôs recycling arrangements in your particular 

country go to our recycling pages at www.kramerav.com/il/quality/environment. 

Overview  

Congratulations on purchasing your Kramer VIA GO² Wireless Presentation Solution. 

VIA GO² gives iOS, Android, Chromebook, PC, and Mac users instant wireless connectivity 

with 4K advanced presentation capabilities. The product features content streaming with 

crystal-clear mirrored images and stunning video playback and includes iOS mirroring via 

AirPlayÊ, Windows & Android mirroring via MiracastÊ, as well as Chromebook mirroring. 

VIA GO² is super-compact (7x7cm) and flexible to install, with both built-in Wi-Fi and LAN 

connectivity and includes industry-leading 1024-bit encryption for secure use on the internal 

network. 

Key Features  

¶ Quick and Reliable Wireless Connectivity ï A simple and intuitive user interface 

enables iOS, Android, Chromebook, PC, and Mac device users to instantly connect to a 

main display either using VIA Pad or Bluetooth. 2.4GHz/5GHz Wi-Fi and MIMO 

antennas establish and maintain a fast and reliable connection. 

¶ Clientless Connectivity ï Airplay, Miracast, Join Through Browser. 

¶ High Quality Video Streaming ï Supports up to 4K@30Hz resolution (using the VIA 

app Multimedia feature). 

¶ Auto Discover and Auto Join ï A user can find neighboring VIA devices using the BLE 

tab and Auto Join in the case of a single discovery. If more than one nearby device is 

found, click Join on desired IP address. 

¶ Built-In Wi-Fi, LAN, and Bluetooth. 

¶ Smooth Network transition within the same gateway while switching from wireless 

Network to LAN connection. 

¶ Preview ï In Active Directory moderator Mode, the moderator can preview the content 

of presentation before allowing it to present. 

¶ Simultaneous Display ï Two participants can simultaneously present content on main 

display. 

¶ Cloud-Based Management ï VIA Site Management (VSM) cloud-based web 

application used to manage and configure large numbers of VIA devices from anywhere. 

¶ Easy and Flexible Installation ï With a super-compact 7x7cm form factor, it can be 

discreetly installed on the back of a display, projector or almost anywhere. 

https://www.kramerav.com/il/quality/environment
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¶ Present Privately (DND) Feature ï Allows the presenter to continue the presentation 

without being interrupted. 

¶ Pause/Resume Presentation ï Present at your convenience. 

Typical Applications  

¶ Presentation environments. 

¶ Small to midïsize meeting rooms. 

¶ Classrooms. 

¶ Huddle spaces. 

Glossary  

The following are definitions of some common terms found in this User Manual. 

 

Screenshots in this section are representative only and may not accurately reflect the 

features associated with your VIA device. 
 

¶ VIA Meeting ï A session where one or more users are logged into your VIA unit using the 

Kramer VIA app. 

¶ Gateway ï A VIA device such as VIA GO². 

¶ Main Display ï The monitor connected to the VIA GO² HDMI output. The screen on which 

presentation and collaboration happens. 

¶ VIA App User Dashboard ï Main interface for meeting participants using the VIA app.   

 

Figure 1: User Dashboard 
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¶ VIA Gateway Dashboard ï VIA GO² interface opened from the main display using a keyboard 

and mouse connected to the VIA GO² (or by using Collaboration mode).  

Click the VIA icon in the bottom left corner of the main display to open this interface. 

 

Figure 2: Gateway Dashboard 

¶ Gateway Management Web Pages ï Web pages embedded in your VIA GO² gateway that 

enables you to configure this gateway. The Gateway Management Web Pages are accessed 

from any computer connected to the same network as the gateway. 
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Supported Devices  

The following user devices are supported by the VIA GO² Wireless Presentation Solution: 

¶ Windows 8/10® (32-bit/64-bit) computer. 

¶ Macintosh® computer, using OSX 10.12.x or newer. 

¶ Chromebook. 

¶ iPad/iPhone® tablet/smartphone (iPad 2 or later, iOS 12 or later). 

 

When using the Airplay service, no Kramer VIA application is needed. However, we 

recommend using iOS12, Mojave OS X, or higher, for a better experience.  

¶ Android® OS 5. x tablet/smartphone or newer. 

 

The minimum system requirement for using the Kramer VIA mirroring feature for 

an Android device is Android 5.1.  
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Defining VIA GO²  Wireless 

Presentation Solution  

This section defines VIA GO². 

 

Figure 3: VIA GO² Wireless Presentation Solution 

# Feature Function 

 
Micro SD Card Slot Not in use. 

 
Power Button with LED Press to power ON or turn OFF the device. 

 
USB 3.0 Connector Connect to a USB device, for example, a keyboard or mouse. 

 
USB 2.0 Connector Connect to a USB device, for example, a keyboard or mouse. 

 
Lock Opening Connect to a security locking cable. 

 
HDMIÊ Connector Connect to an HDMI sink. 

 
RJ-45 Connector Connect to a LAN (default mode). 

 
Power Connector Connect to the 12V DC power supply. 

 

1 

2 

3 

4 

5 

6 

7 

8 
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For Installer: Mounting VIA GO²  

This section provides instructions for mounting VIA GO². Before installing, verify that the 

environment is within the recommended range: 

 

¶ Operation temperature ï 0  ̄to 40 C̄ (32 to 104 F̄). 

¶ Storage temperature ï -40  ̄to +70 C̄ (-40 to +158 F̄). 

¶ Humidity ï 10% to 90%, RHL non-condensing. 

  

 

Caution: 

¶ Mount VIA GO² before connecting any cables or power. 

¶ The device is intended to be installed at a height of 2 meters or less. 
  

 

Warning: 

¶ Ensure that the environment (e.g., maximum ambient temperature & air flow) is 
compatible for the device. 

¶ Avoid uneven mechanical loading. 

¶ Appropriate consideration of equipment nameplate ratings should be used for avoiding 
overloading of the circuits. 

¶ Reliable earthing of rack-mounted equipment should be maintained.  

 
 

You can install VIA GO² using one of the following methods: 

Á Place the device on a flat surface. 

Á Place the device on a flat surface. 

Á Mount on a wall or the back of a display using the included VESA mounting bracket: 

   
1. Attach the VESA mounting bracket 
to the back of the display with 4 
screws. 

2. Fasten two screws to the bottom 
of  
VIA GO². 

3. Insert the screws on the 
bottom of 

VIA GO² into the slots on 
the mounting bracket.  

 

When mounting the device on a display, the installer MUST secure the display to prevent 

instability. 
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For Installer: Connecting VIA GO²  

 

Always switch off the power to each device before connecting it to your VIA GO². After 

connecting your VIA GO², connect its power and then switch on the power to each device.  
 

Connecting Device  

 

If you wish to use a Kramer active optical pluggable HDMI cable with your VIA GO², contact 

your local Kramer office to assist in purchasing the correct cable. 
 

 

Figure 4: Connecting VIA GO² 

To connect VIA GO² as illustrated in the example in (Figure 4): 

1. Connect a keyboard and mouse to the USB 3.0 Connector  and the USB 2.0 

Connector . 

2. Connect an HDMI display to the HDMI Connector  to be used as the main display for 

the meeting (see Connecting Main Display on page 11). 

3. Connect the LAN (Local Area Network) cable to the RJ-45 connector   

-OR-  

Connect to your network using a commercial wireless router. 

4. Connect wirelessly with a supported device (see Supported Devices on page 7) after 

installing the Kramer VIA app (see For User: Connecting via VIA GO² on page 78). 

 

To enable participation in a presentation session (send and receive content), connect 

VIA GO² and all participant devices (PCs/ MACs/ smartphones/tablets) to the same 

network (LAN or WLAN). 
 
 

  

  

Eth

KeyboardKeyboard Mouse

USB USB

Display

HDMI

LAN
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Connecting Main Display  

The main display is the screen connected directly to VIA GO². When VIA GO² is booted up, 

the VIA gateway screen appears on the main display. All collaboration activity is then 

displayed here.  

VIA GO² enables connecting the following display type: 

¶ HDMI ï The HDMI OUT Connector  connects to any compatible projection or direct-

view display, such as an LCD monitor. This connection can be routed and switched. 

VIA GO²ôs internal video card reads the EDID (Extended Display Identification Data) for any 

connected display and sets the optimum display resolution and image refresh rate 

automatically through the display connectors. 

6 
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For Web Administrator: 

Configuring S ettings ð Gateway 

Management  Pages  

VIA GO² administration is divided into two groups of settings: 

¶ Gateway Management Pages ï Controls general device settings (see the list below). 

These are the high-level controls and can only be accessed over LAN, with an 

administratorôs password. 

¶ Gateway Dashboard - Controls the User Dashboard interface presented to meeting 

participants. Only accessible with a mouse and keyboard connected to the VIA GO². 

Limitations can be set by the Management Pages and, depending on how the device is 

setup, it may be possible for non-administrators to change some of the settings (see For 

Web Administrator: Gateway Dashboard on page 71).  

 

Figure 5: VIA GO² hierarchy of control 

Gateway Management Pages manage general VIA GO² settings including: 

¶ Logging in to Gateway Management Pages on page 13. 

¶ User Management on page 15. 

¶ Managing Network Settings on page 17. 

¶ VIA Pad Configuration on page 22. 

¶ Site Management on page 24. 

¶ VIA Screen Editor on page 25. 

¶ Configuring VIA Settings Template on page 39. 

¶ Display Controller on page 54. 
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¶ Integrating Third Party Calendar on page 55. 

¶ Digital Signage on page 58. 

¶ Maintaining Your VIA Unit on page 67. 

Logging in to Gateway Management Pages  

The Gateway Management Pages enable you to configure your VIA GO² gateway device. 

They are accessed from any computer connected to the same network as your gateway. 

To log in to the VIA GO² Gateway Management Pages: 

1. Connect your computer to the same network to which VIA GO² is connected. 

2. Open a Web browser and go to the IP address for your VIA GO² unit. 

The VIA Collaboration Hub page appears. 

 

Figure 6: VIA Collaboration Hub 

3. Click Manage Gateway Settings in the upper right 

corner. The Administrator Login page appears.  

4. Type a Web Administrator Username (default = su) 

and Password (default = supass). 

 

Figure 7: Administrator Login Page 

 

 

To access settings through the Gateway Management 

Pages, you must log in as a Web Administrator 

(see User Management on page 15). 

 

 

  



Kramer Electronics Ltd. 

 

VIA GO² ï For Web Administrator: Configuring Settings ï Gateway Management Pages 14 
 

5. Type the two Captcha Text strings with a space between them in the text box.  

 

To disable the Captcha, see Security on page 50.  

6. Click Login. 

The Gateway Management Pages appear with the Dashboard overview open. 

 

Figure 8: Gateway Management Dashboard 

 

7. The Gateway Management Dashboard provides a grand overview of the system: 

¶ System Status (the top data row) ï Shows hardware and software status (can be 

used to update the firmware). 

¶ Services ï Shows the live connection status. 

¶ LAN ï Shows an overview of the network settings. 

¶ WIFI ï Shows an overview of the WiFi settings. 

¶ Audio ï Shows the Connect2 audio output device (can be used to update it). 

¶ Site Management ï If VSM (VIA Server Management) is active and controlling 

device settings, its details will be displayed in this section.  

 

Click the tabs in the navigation pane on the left to display the VIA web pages. 

 

 

Click the arrow in the upper right corner to select a different language for web 

pages. 
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User Management  

This section describes how to add user accounts to the database of your VIA GO² device. A 

user account is required for the Gateway Management pages and may, if your VIA GO² is in 

Database mode (see Moderator Mode on page 46), a user account is required to join a VIA 

meeting.  

To add a user account to your VIA GO² database: 

1. Click User Management on the Gateway Management Pages navigation pane. 

The User List page appears. 

 

Figure 9: User Management Page 

2. Click Add User. 

The Add User pane appears. 

 

Figure 10: Add User Panel 

3. Enter the new Username, Password and then Confirm Password. 

4. Under User Role, select from the following administrative levels: 

Á Web Administrator ï Access to change all system settings, including Digital Signage. 

Á Digital Signage ï Able to configure the Digital Signage only (see Digital 

Signage on page 58). 
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5. Select one of the following participation levels: 

 

These options are enabled only when Moderator Mode is enabled (see Moderator 

Mode on page 46). 
 

Á Moderator ï User can moderate and has access to moderator features.  

Á Participant ï User can join a meeting as a participant but cannot moderate. 

6. Click Save. 

A new user is added, and the User List tab appears with the new user added to the list. 
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Man aging Network Settings  

VIA GO² enables you to do the following: 

¶ Changing Device IP Address on page 17. 

¶ Setting Up Secure Wireless Guest Access Point on page 18. 

¶  Connecting VIA GO² to a WiFi Network on page 20. 

¶ Connecting VIA GO² to 802.1x Network on page 21. 

¶ Uploading an SSL Certificate (see Certificate on page 51). 

Changing Device IP Address  

 

By default, the IP address of your VIA GO² is set automatically by DHCP.  

See below if you want to set a static IP address. 
 

 

When changing these settings, please contact your IT administrator. Incorrect values can 

cause a loss of communication.  
 

To change the IP address of your VIA GO² unit: 

1. Click Device Management > Network Settings. 

The LAN setting tab in the Network Settings page opens. 

2. Under Connection Type, select Static. 

3. Under Network Information, rename the Gateway IP. 

4. Click Apply. 

The IP address of your VIA GO² unit is changed. 

 

Figure 11: LAN Setting Page 
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Setting Up Secure Wireless Guest Access Point  

Using the built-in Wi-Fi module, VIA GO² enables you to set up a secure access point for 

users to connect to your VIA GO² network. This setup is ideal for guest users whom you may 

not want to connect directly to your network. 

To set up a secure wireless guest access point: 

1. Click Device Management > Network Settings. 

The Network Settings page appears. 

2. Click WiFi.  

The WiFi tab appears. 

 

Figure 12: WiFi setting Tab 

3. Click the Switch On or Off Wifi switch.  

The switch turns green, and the WiFi settings appear. 

4. Click AP Mode and enter a new name in the SSID field and a new password. 

 

Figure 13: AP Mode Setting Page 

5. Select Enable Internet if your VIA GO² device is connected to a network with internet.  

-OR-  

Select Activate Standalone Wifi to create an autonomous network without Internet 

access.  
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6. Enable Guest Mode to let meeting participants enable Access Point mode from the VIA 

taskbar menu. This allows guests to join meetings without needing to login to the 

corporate/institutional network. 

 

In Moderator Mode (see Moderator Mode on page 46), only the moderator can enable 

the Access Point. 
 

7. Click Apply. 

The secure wireless guest access point is set up. 
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Connecting VIA GO²  to a WiFi Network  

VIA GO² enables you to wirelessly connect your VIA GO² device as a client device to your 

main network.  

To set up Client Wi-Fi mode: 

1. Click Device Management > Network Settings. 

The Network Settings page appears. 

2. Click WiFi: The WiFi tab appears. 

3. Click the Switch On or Off Wifi switch: The switch turns green and the WiFi settings appear. 

4. Click Client Mode.  

 

 

Figure 14: Client Mode Tab 

2. If you do not see the desired 

network, click  

Click Here to Scan all Networks.  

3. Select a network. 

4. Enter the network password and 

click Apply. 

5. Disconnect the LAN cable (if 

connected) and reboot the device. 

Client WiFi Mode is set up. 

 

 

Figure 15: Client Mode Setting Page 
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Connecting VIA GO²  to 802.1x Network  

VIA GO² enables you to wirelessly connect your VIA GO² device as a client device to an 

802.1x network using a password based or an EAP-TLS based authentication mechanism. 

Features of EAP-TLS include: 

¶ Mutual authentication (server to the client and client to server). 

¶ Key exchange to establish dynamic WEP or TKIP keys. 

¶ Fragmentation and reassembly of very long EAP messages, if needed. 

¶ Fast reconnect via TLS session resumption. 

To Connect VIA GO² as a client device to an 802.1x network: 

1. Set up a Radius server to validate the certificate that you will upload to VIA GO². 

2. Set up an access point (AP) with 802.1x type security.  

 

The Radius server IP address and password will be passed while configuring the 802.1x 

security type on the access point. This password is the same one that is used in the 

Radius server. 
 

3. Click Device Management > Network Settings in the navigation pane. 

The Network Settings page appears. 

4. Click WiFi; The WiFi tab appears. 

5. Click the Switch On or Off Wifi switch.  

The switch turns green, and the WiFi settings appear. 

4. Click Client Mode.  

5. Click OK for the notification; The Client Mode tab appears.  

 

If you do not see the desired network in the dropdown, click Click Here to Scan all 

Networks.  
 

6. Do one of the following: 

¶ To connect to the network with username and password authentication, select the SSID 

of the access point that is secured by 802.1x.  

Your unit can now connect to the network with a username and password. 

-OR- 

¶ To connect to the network with EAP-TLS authentication:  

a. Select the 802.1x (TLS Certificate) checkbox. 

Additional settings appear. 

b. Enter the Identity. 

c. Upload the Authority CA, User Certificate and Key files and click Apply. 

VIA GO² automatically reboots and is now connected to the 802.1x network. 
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VIA Pa d Configuration  

VIA Pad is an optional touch-pad accessory that enables meeting participants to instantly join 

a VIA meeting with their Mac or PC laptop. VIA must be paired with your VIA GO² device 

before it is used to join meetings. The pairing procedure includes:  

¶ Configuring VIA Pad Settings on page 22. 

¶ Pairing a VIA Pad Device on page 23. 

Configuring VIA Pad Settings  

VIA GO² enables you to configure VIA Pad settings that define how a VIA Pad device 

operates when paired with your VIA GO² unit. 

To configure VIA Pad settings: 

1. Click Device Management > VIAPad Configuration on the navigation pane. 

The VIAPad Configuration page appears. 

 

Figure 16: VIA Pad Configuring Page 

2. Select the following as required: 

¶ Guest ï Participant can Present by touching the VIA Pad device; the VIA User 

Dashboard is not available. 

¶ VIA Pad overrides Room Code ï Participant can join a meeting without entering the 

room code.  

 

Room Name is automatically populated; it reflects the name of your VIA GO² unit.  
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3. Select the Auto Connect to Wi-Fi checkbox, to configure VIA Pad to automatically 

connect to the meeting space Wi-Fi network. 

 

Figure 17: VIA Pad Auto Connect Setting Page 

The Auto Connect settings appear. 

4. Define the following for the meeting space Wi-Fi network: 

a. SSID ï Name of the network  

 

Make sure that you write it EXACTLY as defined. This parameter is case sensitive.  

b. Authentication Mode ï Security used by your Wi-Fi access point. Select from the pre-

set options: WEP Open, WEP Shared, WPA Personal, WPA2 Personal. 

c. Encryption ï Type of encryption key used by your router. 

d. Key ï Password required to join your network (up to 50 characters max). 

VIA Pad settings are configured. 

 

After clicking Apply Settings, the configuration is saved, reboot is not required. 

Pairing a VIA Pad Device  

Each VIA Pad device must be paired to your VIA GO² unit before being used by a meeting 

participant. To pair a VIA Pad device to your VIA GO² unit, follow the directions below: 
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Site Management  

VSM (VIA Site Management) is an optional, web-based software application (purchased 

separately) that enables an administrator to monitor and make changes to all VIA gateways 

connected to a network. VIA GO² enables you to activate VSM management for a VIA 

gateway and define which gateway functions are managed by VSM. 

 

Contact your regional sales representative for more details about this solution.  

 

 

If VIA discovery is enabled and configured in VSM, your VIA device is automatically added 

under VSM supervision. 
 

To configure VIA GO² to be managed by VSM when VIA discovery is not activated: 

1. Click Device Management > Site Management on the navigation pane. 

The VIA Site Management page appears. 

 

Figure 18: VIA Site Management Page 

2. In the Step 1: Server Settings section, enter the VSM Server IP and the Gateway ID that 

was defined in VSM for this gateway. 

3. Click Validate and Save. 

Changes take effect immediately.  

 

VIA GO² must be able to connect to VSM while validating is in progress.  

 

-OR-  

Click Save for changes to be saved with no validation from VSM.  

 

Since validation is not made immediately, any error entered at this stage, like 

duplication of ID, must be corrected manually at a later stage.  
 

4. In the Step 2: Configuration section, under the VSM column, select all the functions that 

you want to be managed by VSM. 

 

After clicking Apply and Reset, changes take 30 minutes to 1 hour to take effect, to allow time 

to communicate with VSM.  

  

  

  

  

  










































































































































































